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1
LOCAL PROXY SYSTEM AND METHOD

REFERENCE TO EARLIER-FILED
APPLICATIONS

This application is a continuation of and claims priority to
U.S. Non-Provisional patent application Ser. No. 11/967,938,
filed Dec. 31, 2007, the contents of which are incorporated by
reference herein in their entirety.

FIELD OF THE DISCLOSURE

The present disclosure is generally related to a local proxy
system. More particularly, the present invention relates to a
local proxy system for optimizing communication over a
network.

BACKGROUND

Internet technology is, and has been for years, a rapidly
developed field, particularly in the area of network optimiza-
tion for improving the end-user browsing experience. In com-
puter networks, a proxy server is a server (a computer system
or an application program) which services the requests of its
clients (e.g. request for a web page, connection establish-
ment, etc.) by forwarding the requests to other servers, typi-
cally web servers.

An existing technology for network optimization utilizes a
split proxy having two programs—a local proxy and a remote
proxy. While the local proxy is connected to a host via a LAN
(Local Area Network) connection; the remote proxy commu-
nicates with a web server via a WAN (Wide Area Network)
connection that is slower than the LAN connection. Since the
local proxy and the remote proxy are effectively two parts of
the same program, these two proxies can communicate with
each other in a more efficient way than they can communicate
with a more standard resource or tool, such as a website or
browser. This may be ideal for compressing data over a slow
link, such as a wireless communication or a WAN (Wide Area
Network) communication, as well as for improving the
latency. Taking the example of web browsing, the user’s
browser is pointed to a local proxy, which then communicates
with its corresponding remote proxy at some remote location.
This remote server fetches the requisite data, repackages the
data and sends it back to the user’s local proxy. The local
proxy then unpacks the data and presents it to the browser in
the standard fashion.

Over the years the split proxy has been also used by Mobile
Network Operators, thus opening the door for new solutions
that will improve the internet browsing experience when
using mobile handset devices as well. One common approach
trying to overcome the bottleneck scenario when using a
mobile handset includes implementing a local proxy as a
software application running on the mobile handset in order
to reduce the load on the mobile network between the mobile
handset and the remote server.

However, since different mobile handsets may run on dif-
ferent operating systems, such implementation typically
requires complex software integration. This software integra-
tion may prove even more complex when using mobile hand-
sets that run on non-open operating systems.

It is with respect to these and other considerations that the
present invention has been made.

SUMMARY

In view of the foregoing observations and the present
needs, it would be desirable to have a method of optimizing
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2

communication over a network using a local proxy that is
executed in a storage device by the storage device controller,
the local proxy being part of a split proxy configuration hav-
ing a local proxy and a remote proxy. The method may be
performed by the local proxy receiving commands from a
host via an internet application protocol and transmitting
commands to the host via a modem control protocol, to
thereby convey the commands to the remote proxy, via the
host.

An “internet application protocol” may be defined herein
to a protocol used over the internet network, by an applica-
tion. The internet application protocol may be used to receive
and transmit commands, to thereby carry information or ser-
vices. The commands may include any type of requests, such
as requests for web content, for processing services, for car-
rying information, etc. The internet application protocol may
include a browsing protocol, such as a HI'TP (Hypertext
Transfer Protocol), or any other client-server protocol, such
as a FTP (File Transfer Protocol) or any other proprietary
protocol agreed by both remote entity sides. A “modem con-
trol protocol” may be defined as a protocol used by a first
device to manage a network communication link, where the
network communication link is established by a second
device that is operatively coupled to the first device. The
second device includes a network interface and may function
as a modem to thereby enable the first device to receive and
transmit data over this network communication link. As an
example, the modem control protocol may be implemented in
a configuration having a mobile phone that is operatively
coupled to a personal computer (PC). In this example, the
personal computer may receive and transmit data over a net-
work link that is established by the mobile phone. Hence, the
mobile phone is functioning as a wireless modem to enable
the personal computer communication over the network link.

Connection between the storage device and the host may be
enabled via a physical link. One way for the storage device to
initiate communication may be by raising an interrupt mes-
sage that is received by the host. Such physical link may be a
standard storage wired bus known in the art, including a
multi-media memory (MMC) card format bus, a secure digi-
tal (SD) memory card format bus and a USB bus, to name a
few. The receiving of commands to the local proxy from the
host may be performed via a physical link that complies with
a standard storage device interface. A “standard storage
device interface” may refer herein and in the example
embodiments to any memory (or memory card format) stan-
dard and specification that is commonly implemented in local
storage devices and which defines the physical port connec-
tion between the host and the local storage device. A standard
storage device interface may typically be used to transfer data
in the form of blocks using a logical block addressing (LBA)
scheme. The secure digital (SD) memory card format stan-
dard and/or the USB standard are non-limiting examples of
such a standard storage device interface.

A local proxy may be used herein as an AAA (Authentica-
tion, Authorization, and Accounting) server that satisfies the
definition of a proxy, and exists within the same administra-
tive domain as the network device that issued the AAA
request. Typically, a local proxy will enforce local policies
prior to forwarding responses to the network devices, and is
generally used to multiplex AAA messages from a large
number of network devices. An AAA Server may be used
herein a server or servers that provide authentication, autho-
rization and accounting services. It should be appreciated that
the process and method described herein may operate on the
Internet, Intranet, or a local network over a wired or wireless
connection.
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Embodiments, various examples of which are discussed
herein, include a local proxy that may run on the storage
device. Connection between the local proxy and the remote
proxy may be enabled by the use of a host functioning as a
modem and being in physical link with the storage device.
The local proxy may function as a gateway between the
storage device and the network, routing web requests to the
remote proxy that is in communication link with a web server
over a network. The local proxy may be used for collecting
information about the available resources currently available
to the storage device, and for presenting the appropriate
resources to the applications on the storage device. By com-
municating with the web server over the network (via the
remote proxy), the local proxy may function as a middleware
between the pulling of web requests from a host, being the
client-side; and the pushing of web content and other infor-
mation to the host from the web server, on the network side.

The storage device may be part of a local proxy system that
may be implemented on PDAs (Personal Digital Assistants),
mobile handsets, and other various electronic devices. A PDA
are typically known as user-held computer systems imple-
mented with various personal information management
applications, such as an address book, a daily organizer, and
electronic notepads, to name a few.

In one embodiment of the foregoing approach, a method of
optimizing communication over a network includes receiving
a first set of commands from a host via an internet application
protocol; and transmitting a second set of commands from the
local proxy to the host via a modem control protocol. The
receiving of the first set of commands may be performed by a
local proxy running on a storage device. The local proxy may
be part of a split proxy configuration having a local proxy and
a remote proxy. The transmitting of the second set of com-
mands, by the local proxy, may be performed to thereby
convey these second set of commands to the remote proxy, via
the host. As most of standard storage devices function as
slaves toward the host device and thus may not initialize
transactions towards the host (in slave-master architecture the
master sends a request to the slave and the slaves only
answers). Thus, it important to emphasize herein that the
transmitting of a command by the storage device to the host
device, where the storage device is a slave, may be done by
configuring the storage device to invoke an interrupt signal
and notify the host of the data, in this case second set of
commands, is to be read from the storage device.

Communication between the storage device and the host
may be a physical port connection. The method may also
include servicing the first set of commands with the second
set of commands, by the local proxy, via the modem control
protocol. The method may also include enabling a logical
connection between the local proxy and the remote proxy via
ahost functioning as amodem. The remote proxy is part of the
split proxy configuration and being in communication link to
a web server via a network. With the remote proxy being in
communication link to a web server via a network, the local
proxy may be in communication link to the web server via the
remote proxy. The method may also include authenticating
the remote proxy via the host.

The internet application protocol can be regarded as a
protocol used over the internet network, by an application.
The internet application protocol may include a browsing
protocol, one such browsing protocol being HT TP protocol,
or other client-server protocols, e.g. FTP protocol. The
modem control protocol may be regarded as a protocol used
by a first device to manage a network communication link,
where the network communication link is established by a
second device that is operatively coupled to the first device.
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Communication between the storage device and the host may
be via a physical port connection complying with a standard
storage device interface.

In another embodiment, a local proxy system includes a
storage device having a local proxy; and a physical port
connection. The local proxy may be operative to run on stor-
age device, the local proxy being part of a split proxy con-
figuration having a local proxy and a remote proxy. The
physical port connection may be operative to support a first
logical protocol and a second logical protocol. The first logi-
cal protocol is used for receiving a first set of commands from
a host via an internet application protocol; and the second
logical protocol is used to transmit a second set of commands
to the host via a modem control protocol, to thereby function
as a gateway for conveying these second set of commands to
the remote proxy, via the host. The local proxy may service
the first set of commands with the second set of commands via
the modem control protocol.

The first logical protocol and the second logical protocol
may be the same logical protocol. The storage device may be
aremovable storage device. The internet application protocol
may include a browsing protocol, one such browsing protocol
being HTTP protocol, or other client-server protocols, e.g.
FTP protocol. The storage device may comply with any
memory card format, including any one of a secure digital
(SD) memory card format, a multimedia card (MMC) format
and a compact flash (CF) memory card format; and the host
may be compatible with a mobile handset device. With the
remote proxy being in communication link to a web server via
a network, the local proxy may be in communication link to
the web server via the remote proxy. The host may function as
a modem to enable a logical connection between the local
proxy and the remote proxy. The local proxy may also authen-
ticate the remote proxy via the host.

In another embodiment, a local proxy system includes a
storage device having a local proxy; and a physical port
connection. The local proxy, being part of a split proxy con-
figuration having a local proxy and a remote proxy, may be
operative to run on the storage device. The physical port
connection may be operative to provide a first communication
link via a first logical protocol and a second communication
link via a second logical protocol. The first logical protocol
may be used for receiving a first set of commands from a host;
and the second logical protocol may be used for transmitting
a second set of commands to the host, to thereby function as
a gateway for conveying the second set of commands to the
remote proxy, via the host. The physical link may comply
with a standard storage device interface (i.e. a physical port
used with a standard storage device). The local proxy may
service the first set of commands with the second set of
commands via the modem control protocol.

The first logical protocol and the second logical protocol
may be a same logical protocol. The first communication link
and the second communication link may be a single commu-
nication link. The storage device may be a removable storage
device. The storage device may comply with any memory
card format, including a secure digital (SD) memory card
format, a multi memory card (MMC) memory card format
and a compact flash (CF) memory card format. With the
remote proxy being in communication link to a web server via
a network, the local proxy may be in communication link to
the web server via the remote proxy. The host may function as
a modem to enable a logical connection between the local
proxy and the remote proxy. The host may be compatible with
amobile handset device. The local proxy may further authen-
ticate the remote proxy via the host.



US 9,137,249 B2

5

Additional features and advantages of the embodiments
described are possible as will become apparent from the
following drawings and description.

BRIEF DESCRIPTION OF THE DRAWINGS

For a better understanding of the invention with regard to
the various embodiments, reference is made to the accompa-
nying drawings, in which like numerals designate corre-
sponding sections or elements throughout, and in which:

FIG. 1 is a block diagram of a local proxy system, in
accordance with one exemplary embodiment;

FIG. 2 is a block diagram of a local proxy system, in
accordance with another exemplary embodiment;

FIG. 3 is a block diagram of the local proxy system of FIG.
2, where the local proxy is in communication to a web server
via a remote proxy;

FIG. 4 is a block diagram of a local proxy system, in
accordance with another exemplary embodiment; and

FIG. 5 is a flow chart of a method of optimizing commu-
nication over a network, in accordance with an exemplary
embodiment.

DETAILED DESCRIPTION

The embodiments and various aspects thereof will be better
understood by referring to the present detailed description of
exemplary and preferred embodiments. This description is
not intended to limit the scope of claims but instead to provide
examples of such embodiments. The following discussion
therefore presents exemplary embodiments, which include a
local proxy system and a method of optimizing communica-
tion over a network.

One embodiment of the local proxy system includes a
storage device having a local proxy, running on the storage
device, and a physical port connection. The local proxy is part
of a split proxy configuration having a local proxy and a
remote proxy. The physical port connection may be used, at
least partially, to receive a first set of commands from a host
via an internet application protocol; and to transmit a second
set of commands to a host via a modem control protocol, to
thereby function as a gateway for conveying theses second set
of commands to the remote proxy, via the host. An internet
application protocol is a client-server communication proto-
col via a web over a network.

A modem control protocol is a protocol used by a first
device to manage a network communication link, where the
network communication link is established by a second
device that is operatively coupled to the first device. The local
proxy may service the first set of commands with the second
set of commands via the modem control protocol.

Another embodiment of the local proxy system includes a
storage device having a local proxy, running on the storage
device, and a physical port connection. The local proxy is part
of a split proxy configuration. The physical port connection,
of this embodiment, provides a first communication link for
receiving a first set of commands from a host, and a second
communication link for transmitting a second set of com-
mands to a host, to thereby function as a gateway for convey-
ing these second set of commands to the remote proxy, via the
host. The communication link, over the physical port connec-
tion, complies with a standard storage device interface that is
used with storage devices, in general, and with memory cards,
in particular. The local proxy may service the first set of
commands with the second set of commands via the modem
control protocol.
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The storage device discussed herein may be compatible
with any memory card format, such as a secured digital (SD)
memory card format used for storing digital media such as
audio, video, or picture files. The storage device may also be
compatible with a multi media card (MMC) memory card
format, a compact flash (CF) memory card format, a flash PC
(e.g., ATA Flash) memory card format, a smart-media
memory card format, or with any other industry standard
specifications. One supplier of these memory cards is SanD-
isk Corporation, assignee of this application.

The nonvolatile memory retains its memory or stored state
even when power is removed. The storage device may also
apply to other erasable programmable memory technologies,
including but not-limited to electrically-erasable and pro-
grammable read-only memories (EEPROMs), EPROM,
MRAM, FRAM ferroelectric and magnetic memories. Note
that the storage device configuration does not depend on the
type of removable memory, and may be implemented with
any type of memory, whether it being a flash memory or
another type of memory. The storage device may also be
implemented with a one-time programmable (OTP) memory
chip and/or with a 3 dimensional memory chip technology.

Host systems with which such memory cards are used
include cellular telephones, personal computers, notebook
computers, hand held computing devices, cameras, audio
reproducing devices, and other electronic devices requiring
removable data storage. Flash EEPROM systems are also
utilized as bulk mass storage embedded in host systems.

FIG. 1 is an exemplary block diagram of a local proxy
system 10, according to one embodiment. Local proxy sys-
tem 10 includes a storage device 12. Storage device 10 may be
aremovable storage device that is to be physically connected
to a host. Storage device 12 may comply with any memory
and/or any memory card format, including a secure digital
(SD) memory card format, a multi memory card (MMC)
memory card format and a compact flash (CF) memory card
format.

Storage device 12 includes a local proxy 14 and a physical
port connection 16. Local proxy 14 is part of a split proxy
configuration having a local proxy and a remote proxy. Local
proxy 14 is configured to run on storage device 12. One way
for implementing this may be using a controller for executing
the local proxy on the storage device 12 (see FIG. 2).

The physical port connection 16 may be a wired port con-
nection, complying with a standard storage device interface
(e.g. USB port, secure digital memory card format port) that
may be used with standard storage devices. Physical port
connection 16 is operative to support a first logical protocol
LP1 and a second logical protocol LP2, the first logical pro-
tocol LP1 used for receiving commands from a host via an
internet application protocol, and the second logical protocol
LP2 used for transmitting commands to the host via a modem
control protocol, to thereby function as a gateway for convey-
ing these commands to the remote proxy, via the host (see
FIG. 2). Note that first logical protocol LP1 and second logi-
cal protocol LP2 may be the same logical protocol.

The first logic protocol LP1 may emulate an internet appli-
cation protocol over the physical port connection 16. An
internet application protocol may include any type of brows-
ing protocol. One such browsing protocol being, for example,
HTTP (Hypertext Transfer Protocol) application protocol
that is used for exchanging filed over the WWW (World Wide
Web). The internet application may also include other types
of client-server protocols, for example, FTP (File Transfer
Protocol).
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The second logic protocol LP2 may emulate a modem
communication link over the physical port connection 16 for
initiating the transmissions of commands from the storage
device to the host. One way of implementation may include
configuring the storage device to invoke an interrupt towards
the host over a secure digital (SD) memory card format physi-
cal port complying with a standard storage device interface,
as defined by the secure digital association in relation to the
secure digital input/output (SDIO) standard protocol. An
application running on the host, upon receiving the interrupt,
may be set to adapt accordingly. For example, the application
may switch to read data that is transmitted from the storage
device upon receiving an interrupt. As such, storage device 12
typically emulates wireless modem communication over the
wired, physical port connection 16.

FIG. 2 is an exemplary block diagram of a local proxy
system 20, according to another embodiment. Local proxy
system 20 includes a storage device 22 having a local proxy
24 and a physical port connection 26. The local proxy 24 is
part of a split proxy configuration having a local proxy and a
remote proxy. The local proxy 24 and the physical port con-
nection 26 are operative in a similar manner as their corre-
sponding components in FIG. 1. A controller 25 is provided
for executing the local proxy 24 on the storage device 12.

FIG. 3 is an exemplary block diagram of the local proxy
system of FIG. 2, where the local proxy is in communication
link with a remote proxy 32 via a host 30. Remote proxy 32,
which is part of a split proxy configuration, is in communi-
cation link with a web server 36 over a network 34. A com-
munication module 38 residing in the host 30 enables a logi-
cal connection with a remote proxy 32. With the host 30
communicating with the local proxy 24, the host 30 may
function as a modem to enable a logical connection between
local proxy 24 and remote proxy 32 via communication mod-
ule 38. Hence, it should be noted that the logical communi-
cation between the local proxy 24 and the remote proxy 32
(and between the local proxy 24 and the web server 36) may
be enabled only by the use of the host 30 as amodem. Host 30
may be amobile device, including any mobile handset device.
Local proxy 24 may also authenticate the remote proxy 32 (or
may initiate mutual authentication with the remote proxy 32)
via the host 30. This may be performed at any point of time,
for example, upon initiating communication with the remote
proxy via the host to enable routing a web request to the
remote proxy.

FIG. 4 is an exemplary block diagram of a local proxy
system 40, according to another embodiment. As shown, the
local proxy system 40 includes a storage device 42 having a
local proxy 44 and a physical port connection 46. The local
proxy 44 is part of a split proxy configuration having a local
proxy and a remote proxy. When implemented as embedded
code stored in the storage device 42, a controller 25 may be
provided for executing the code of the local proxy 44.

The physical port connection 46 may be operative to pro-
vide a first communication link via a first logical protocol LP1
and a second communication link via a second logical proto-
col LP2. The first logical protocol LP1 is used for receiving
commands from a host. The second logical protocol LP2 is
used for receiving commands to the host, to thereby function
as a gateway for conveying the second set of commands to the
remote proxy, via the host. The physical port connection 46
complies with a standard storage device interface, such as a
secure digital (SD) memory card format. Note that first logi-
cal protocol LP1 and second logical protocol LP2 may be the
same logical protocol.

Storage device 42 may be a removable storage device, and
may comply with any memory in general (e.g. flash memory)
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and with any memory card format (e.g. secure digital, multi-
media card and compact-flash memory card formats). In a
similar manner to the local memory system of FIGS. 1 and 2,
with a remote proxy (of a split proxy configuration) being in
communication link to a web server via a network, local
proxy 44 is in communication link with the remote proxy via
the host. The host, housing the storage device 42 or in physi-
cal communication with the storage device 42, may function
as a modem to enable a logical connection between the local
proxy 44 and the remote proxy. Accordingly, the local proxy
may be in a communication link with the remote proxy by the
use of the host; and may further authenticate the remote proxy
(or initiate mutual authentication with the remote proxy) by
the use of the host.

FIG. 5 is a flow chart of a method 50 of optimizing com-
munication over a network, according to an exemplary
embodiment. Method 50 may be performed by a local proxy
running on a storage device, the storage device being in a
physical port connection with a host. The local proxy is part of
a split proxy configuration having a local proxy and a remote
Proxy.

At 52, a first set of commands are received from a host via
an internet application protocol. The commands are commu-
nicated over a physical port connection and may include a
request for network content, such as a web page, a web site, a
file, control code, etc. Internet application protocol may
include a browsing protocol, such HTTP protocol, and/or a
client-server protocol, such FTP protocol. The local proxy
may receive commands via a physical port connection com-
plying with a standard storage device interface (e.g. by emu-
lating an internet application protocol over the standard
physical port connection).

At 54, a logical communication is enabled between the
local proxy and a remote proxy via a host functioning as a
modem. The remote proxy is part of a split proxy configura-
tion and is in communication link to a web server over a
network. With the remote proxy being in communication link
to the web server via the network, the local proxy is in com-
munication link to the web server as well via the remote proxy
(and via the host). Note that the logical communication
between the local proxy and the remote proxy, throughout this
example, is enabled by the use of a host that houses the
storage device, or is in physical communication with the
storage device, and that functions as amodem. At 56, the local
proxy authenticates the remote proxy via the host. At this step
56, mutual authentication between the local proxy and the
remote proxy may be performed via the host.

Next, the local proxy communicated with the remote proxy
(58), via the host. This step 58 may be performed by the local
proxy routing a web request to the local proxy and receiving
the desired content from the remote proxy (typically after the
remote proxy accessing the web server and retrieving the
desired content).

At 60, a second set of commands are transmitted to the host
from the local proxy via a modem control protocol, thereby
conveying these commands to the remote proxy, via the host.
These commands, which are transmitted from the local proxy
to the host, may be used for servicing the first set of com-
mands previously received from the host at step 52. The
commands are transmitted over a physical port connection
that provided between the storage device and the host. The
commands may include the desired web content, web page,
control code, or a portion or an indication of the web content,
web page, control code, etc. The local proxy may transmit
commands via a physical port connection complying with a
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standard storage device interface. This may be applied by
emulating a modem control protocol over a standard storage
device interface.

The local proxy may be used for enhancing the apparent
connection speed, and may further rely on the retrieval of a
cached version of a requested page, or any other content, and
the subsequent transmission from the remote proxy to the
local proxy of only the differences between the cached ver-
sion (that is stored on the host) and the current version (exist-
ing on the web server). A host—at the user side—may use its
relatively fast and cheap computational resources, to recon-
struct the current page from the cached version and the
received difference data. This may be accomplished in many
ways using different computing techniques known in the art.

The embodiments, various examples of which are
described herein, may be realized in hardware, software, or a
combination of hardware and software. An implementation of
the method and local proxy system of the present invention
may be realized in a centralized fashion in one computer
system; or in a distributed fashion where different elements
are spread across several interconnected computer systems.
Any kind of computer system, or other apparatus adapted for
carrying out the embodiments described herein, is suited to
perform the functions described herein.

A typical combination of hardware and software could be
a general purpose computer system with a computer program
that, when being loaded and executed, controls the computer
system such that it carries out the methods described herein.
The present invention can also be embedded in a computer
program product, which comprises all the features enabling
the implementation of the embodiments described herein,
and which, when loaded in a computer system is able to carry
out these embodiments.

Computer program or application in the present context
means any expression, in any language, code or notation, of a
set of instructions intended to cause a system having an infor-
mation processing capability to perform a particular function
either directly or after either or both of the following a)
conversion to another language, code or notation; b) repro-
duction in a different material form.

Having described the various embodiments of systems and
a method, it is to be understood that the description is not
meant as a limitation, since further modifications will now
suggest themselves to those skilled in the art, and it is
intended to cover such modifications as fall within the scope
of the appended claims.

What is claimed is:

1. A method comprising:

receiving a first set of commands from a host via an appli-
cation communication protocol, the receiving being per-
formed by a local proxy comprising middleware loaded
on a storage device that includes a controller configured
to execute the local proxy, the local proxy being part of
a split proxy configuration that includes the local proxy
and a remote proxy;

enabling a logical connection between the local proxy and
the remote proxy via the host in response to receiving the
first set of commands, the remote proxy communica-
tively coupled to a web server via a network;

authenticating the remote proxy, the authenticating being
performed by the local proxy via the host, wherein the
local proxy is configured to perform an authentication,
authorization, and accounting (AAA) service;

servicing the first set of commands by transmitting a sec-
ond set of commands from the local proxy to the host via
a modem control protocol after authenticating the
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remote proxy, to thereby convey the second set of com-
mands to the remote proxy via the host,

wherein transferring of commands from the storage device
to the host is enabled via a physical port of the storage
device, and wherein the physical port complies with a
standard storage device interface; and

initiating communications over the physical port by invok-
ing at the storage device a signal that is sent to the host.

2. The method of claim 1, wherein the local proxy is in
communication with the web server via the remote proxy.

3. The method of claim 1, wherein the application commu-
nication protocol includes a type of client-server protocol.

4. The method of claim 1, wherein the servicing is per-
formed by the local proxy via the modem control protocol.

5. The method of claim 1, wherein the host includes at least
one of: a cellular telephone, a camera, a personal digital
assistant, a computer, or an audio reproducing device.

6. The method of claim 1, wherein the storage device
complies with a memory card format including at least one of:
a secure digital (SD) memory card format, a multi memory
card (MMC) memory card format, or a compact flash (CF)
memory card format.

7. The method of claim 1, wherein the storage device is a
removable storage device.

8. A storage device comprising:

a local proxy that is part of a split proxy configuration
having the local proxy and a remote proxy, wherein the
local proxy includes middleware at the storage device,
wherein the local proxy is configured to authenticate the
remote proxy via a host, wherein the local proxy is
configured to perform an authentication, authorization,
and accounting (AAA) service, wherein the local proxy
is configured to use a logical connection to the remote
proxy to communicate with a web server when the
remote proxy is communicatively coupled to the web
server via a network;

a hardware controller at the storage device configured to
manage operation of the local proxy and to invoke a
signal to notify the host of data to be read from the
storage device; and

aphysical port that complies with a standard storage device
interface and that is operative to support an application
communication protocol to receive a first set of com-
mands from the host and a modem control protocol to
transmit a second set of commands to the host,

wherein the local proxy is configured to service the first set
of commands with the second set of commands, and
wherein the physical port conveys the second set of
commands to the remote proxy via the host.

9. The storage device of claim 8, wherein the application
communication protocol and the modem control protocol are
the same.

10. The storage device of claim 8, wherein the application
communication protocol includes a client-server protocol.

11. The storage device of claim 8, wherein the storage
device complies with a memory card format, including at
least one of: a secure digital (SD) memory card format, a
multimedia card (MMC) format, or a compact flash (CF)
memory card format.

12. The storage device of claim 8, wherein the local proxy
services the first set of commands with the second set of
commands via the modem control protocol.

13. A storage device comprising:

a local proxy that is part of a split proxy configuration
having the local proxy and a remote proxy, wherein the
local proxy is configured to authenticate the remote
proxy via a host, wherein the local proxy is configured to
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perform an authentication, authorization, and account-
ing (AAA) service, wherein the local proxy is config-
ured to use a logical connection to the remote proxy to
communicate with a web server when the remote proxy
is communicatively coupled to the web server via a
network;

a hardware controller at the storage device configured to
execute the local proxy and to invoke a signal to notify
the host of data to be read from the storage device; and

aphysical port that complies with a standard storage device
interface and that connects to the host, wherein the
physical port is operative to support a first communica-
tion link via a first logical protocol and a second com-
munication link via a second logical protocol, wherein
the first logical protocol is used to receive a first set of
commands from the host and the second logical protocol
is used to transmit commands to the host, wherein the
physical port is configured to convey a second set of
commands to the remote proxy via the host, and

wherein the local proxy is configured to service the first set
of commands with the second set of commands.

14. The storage device of claim 13, wherein the first logical
protocol and the second logical protocol are the same logical
protocol.

15. The storage device of claim 13, wherein the storage
device complies with a memory card format, including at
least one of: a secure digital (SD) memory card format, a
multi memory card (MMC) memory card format, or a com-
pact flash (CF) memory card format.

16. The storage device of claim 13, wherein the local proxy
services the first set of commands with the second set of
commands via a modem control protocol.
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17. A storage device comprising:
a local proxy that is part of a split proxy configuration

having the local proxy and a remote proxy, wherein the
local proxy includes middleware at the storage device,
wherein the local proxy is configured to authenticate the
remote proxy via a host, wherein the local proxy is
configured to perform an authentication, authorization,
and accounting (AAA) service, and wherein the local
proxy is configured to use a logical connection to the
remote proxy to communicate with a web server when
the remote proxy is communicatively coupled to the web
server via a network;

a hardware controller configured to manage operation of

the local proxy and to invoke a signal to notify the host
of data to be read from the storage device; and

aphysical port that complies with a standard storage device

interface and that is operative to receive a first set of
commands from the host and to transmit a second set of
commands to the host, wherein the physical port is con-
figured to convey the second set of commands to the
remote proxy via the host, and wherein the local proxy is
configured to service the first set of commands with the
second set of commands.

18. The storage device of claim 17, wherein the physical
port is configured to support an application communication
protocol.

19. The storage device of claim 17, wherein the local proxy
services the first set of commands with the second set of

30 commands via a modem control protocol.
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